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Fort Stewart Intramural

Basketball Schedule
Rocky Conference

Feb. 3
6 p.m. - Newman Fitness Court 1
HHC 2nd BCT vs. 233rd Trans Co

6 p.m. - Newman Fitness Court 2
385th MP Co vs. 1/64th AR

7 p.m. - Newman Fitness Court 1
MEDDAC vs. 293rd MP Co

8 p.m. - Newman Fitness Court 1
26th BSB vs. 135th QM Co

Feb.7
6 p.m. - Newman Fitness Court 2
1/9th FA vs. 293rd MP Co

7 p.m. - Newman Fitness Court 2
HHC 2nd BCT vs. 135th QM Co

8 p.m. - Newman Fitness Court 1
26th BSB vs. 385th MP Co

8 p.m. - Newman Fitness Court 2
MEDDAC vs. 1/64th AR

Feb. 9
6 p.m. - Newman Fitness Court 2
233rd Trans Co vs. 135th QM Co

7 p.m. - Newman Fitness Court 2
1/9th FA vs. 1/64th AR

Feb. 10

6 p.m. - Newman Fitness Court 2
233rd Trans Co vs. 385th MP Co

7 p.m. - Newman Fitness Court 2
1/9th FA vs. 26th BSB

8 p.m. - Newman Fitness Court 1
293rd MP Co vs. 1/64th AR

8 p.m. - Newman Fitness Court 2
HHC 2nd BCT vs. MEDDAC

Fort Stewart Intramural
Baskethall Schedule

Marne Conference

Feb. 3

7 p.m. - Newman Fitness Court 2
530th EN Co vs. 703rd EN Co
8 p.m. - Newman Fitness Court 2
549th MP Co vs. 526th EN Co

Feb.7

6 p.m. - Newman Fitness Court 1
C Co 1/64th AR vs. 139th MP Co
7 p.m. - Newman Fitness Court 1
EOD vs. 3/7th CAV

Feb. 10

6 p.m. - Newman Fitness Court 1
549th MP Co vs. 1/30th

7 p.m. - Newman Fitness Court 1
C Co 1/64th AR vs. 703rd BSB
8 p.m. - Newman Fitness Court 1
EOD vs. 526th EN Co

8 p.m. - Newman Fitness Court 2
3/7th CAV vs. 526th EN Co

6 p.m. - Newman Fitness Court 1
139th MP Co vs. 526th EN Co
7 p.m. - Newman Fitness Court 1
3/7th CAV vs. 703rd BSB

See completed
schedule and
standings on page 2c.

Spc. Michael Adams

Football fans watch the Steelers beat the Cardinals at a Rocky’s-hosted Superbowl party, Feb. 1, 2009.

Rocky's Zone: Super

Bowl

Spc. Michael Adams
3rd ID Public Affairs

Rocky’s Zone will be show-
ing the Super Bowl at an all-
day Super Bowl party featur-
ing tournaments, prizes and
a chance for eight lucky
Soldiers to get V.I.P. treatment
while watching the game.
Doors open at 11 a.m.

This year’s Super Bowl pits
the Green Bay Packers against
the Pittsburgh Steelers.
Coverage begins at 6:30 p.m.

"This is the Soldier’s place,”
said Marline Parker, facility
manager at Rocky’s Zone. “It’s
a place for Soldiers to come
and have a really great time.
This is our way of saying thank
you for all the Soldiers have
done for us.”

Parker added that this is an
excellent opportunity for
Soldiers to celebrate being
home, since much of the divi-
sion was deployed during the
last Super Bowl. She expects
turnout to be very high; in
2010 there were 750 people
who showed up, despite much
of the division being in a com-
bat zone.

There will be many other
events going on at the club
aside from the game.

Events include an NFL-
themed Texas Hold-em tour-
nament, a Call of Duty — Black
Ops video game tournament
for the Playstation 3, a
Madden 2011 video game
tournament for the Playstation
3, a nine-ball tournament, a
Spades tourney and a three-
point basketball shootout. All
tournaments will start at
noon.

Contests will have a prize
for first and second place.
Prizes include iPods, gaming
systems and many more. Door
prizes will also be given
throughout the day.

There will also be a drawing
for Soldiers at 5 p.m., that
afternoon to receive V.I.P.
treatment during the Super
Bowl. Eight Soldiers will win
an opportunity to enjoy free
food and recliner seats while
watching the game. For those

home for Soldiers

Photos by Spc. Michael Adams

Marline Parker, the facility manager at Rocky’s Zone, shows Pvt. Brad Whitacre, a combat
engineer with 1st BCT, 3rd ID, and Pvt. Kenneth Shanklinfleming, a tanker with the same
unit, some of the games that the club has to offer Soldiers, Jan. 21, at Fort Stewart.

who win, the game will be pre-
sented in surround sound on
amovie screen. Those people
will also have the opportunity
to bring someone along.

One person who works at
the club is already looking for-
ward to Sunday.

“I'm really excited,” said
Lindsay Grammer, a recre-
ation aide with Rocky’s Zone.
“We're going to have a lot of
fun stuff going on. I've never
been part of a big Super Bowl
party before. It’s good to know
they have something to do
rather than just sit in their
barracks all day.”

Soldiers attending the party
will be able to bring a guest.
Anyone attending the club will
have to be at least 18 years
old.

Parker added that if Soldiers
are unable to make it home,
Rocky’s Zone will make sure
Soldiers can get home safely
by arranging for a cab to
transport them if necessary.

The club also has food and
refreshments available for pur-
chase, as well as video games
and many other types of games
to play, free of charge.

Marline Parker, the facility manager for Rocky’s Zone,
delivers food to some of the club’s patrons, Jan. 31, at
Fort Stewart.

—
9 Pin Sweetheart Scotch Doubles Tournament®

Marne Lanes Fe]oruary 121 p.m. or 4 p.m.

$20 Entry Fee per team. Sign-up begins 1 hour before each shift

Teams consist of one male and one female. Participants must be 18 years of age or older and a non-YABA bowler.

9

Da

For more information, call Marne Lanes at 912-767-4866
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Fort Stewart Intramural Basketball

Schedule-Rocky Conference

Feb. 16
6 p.m. - Newman Fitness Court 2
HHG 2HBCT vs. 385th MP Co

7 p.m. - Newman Fitness Court 2
MEDDAC vs. 26 BSB

Feb. 17
6 p.m. - Newman Fitness Court 2
293rd MP CO vs. 26 BSB

7 p.m. - Newman Fitness Court 2
233rd Trans Co vs. MEDDAC

8 p.m. - Newman Fitness Court 1
135th QM Co vs. 385th MP Co

8 p.m. - Newman Fitness Court 2
1/9 FA vs. HHG 2HBCT

Feb. 23
7 p.m. - Newman Fitness Court 2
HHC 2HBCT vs. 135th QM Co

8 p.m. - Newman Fitness Court 2
MEDDAG vs. 1/64 AR

Feb. 24

6 p.m. - Newman Fitness Court 1
1/64 AR vs. 26 BSB

6 p.m. - Newman Fitness Court 2
233rd Trans Co vs. 1/9 FA

7 p.m. - Newman Fitness Court 1
135th QM Co vs. MEDDAC

8 p.m. - Newman Fitness Court 1
293rd MP Co vs. HHGC 2HBCT

Feb. 28

6 p.m. - Newman Fitness Court 2
1/9th FA vs. HHC 2HBCT

7 p.m. - Newman Fitness Court 2
293rd MP Co vs. 1/64th AR

8 p.m. - Newman Fitness Court 1
385th MP Co vs. 135th QM Co

8 p.m. - Newman Fitness Court 2
233rd Trans Co vs. MEDDAC

March 2

7 p.m. - Newman Fitness Court 2
26th BSB vs. 385th MP Co

8 p.m. - Newman Fitness Court 2
385th MP Co vs. 293rd MP Co

March 3
6 p.m. - Newman Fitness Court 1

26 BSB vs. 1/64 AR

6 p.m. - Newman Fitness Court 2
1/9 FA vs. 293rd MP Co

7 p.m. - Newman Fitness Court 1
HHC 2HBCT vs. MEDDAG

8 p.m. - Newman Fitness Court 1
233rd Trans Co vs. 135th QM Co

March 7
6 p.m. - Newman Fitness Court 2
385th MP Co vs. 233rd Trans Co

7 p.m. - Newman Fitness Court 2
1/9 FA vs. 1/64th AR

8 p.m. - Newman Fitness Court 2
26 BSB vs. 135th QM Co

March 9
6 p.m. - Newman Fitness Court 1

293rd MP Co vs. HHC 2nd BCT

7 p.m. - Newman Fitness Court 1
233rd Trans Go vs. 1/9 FA

8 p.m. - Newman Fitness Court 1
26th BSB vs. HHC 2HBCT

March 10

6 p.m. - Newman Fitness Court 1
26th BSB vs. 293rd MP Co

7 p.m. - Newman Fitness Court 2
26th BSB vs. 233rd Trans Co

March 14
6 p.m. - Newman Fitness Court 2
26th BSB vs. MEDDAGC

Fort Stewart Intramural Basketball
Schedule-Marne Conference

Feb. 16

6 p.m. - Newman Fitness Court 1
EOD vs. 549th MP Co

7 p.m. - Newman Fitness Court 1
3/7 CAV vs. 530th EN Co

8 p.m. - Newman Fitness Court 1
139th MP Co vs. 1/30th

8 p.m. - Newman Fitness Court 2
526th EN Co vs. 703rd BSB

Feb. 17

6 p.m. - Newman Fitness Court 1
C Co 1/64th AR vs. 530th EN Co

7 p.m. - Newman Fitness Court 1
EOD vs. 1/30

Feb. 23
6 p.m. - Newman Fitness Court 1
3/7 CAV vs. G Co 1/64 AR

6 p.m. - Newman Fitness Court 2
703rd BSB vs. 1/30

7 p.m. - Newman Fitness Court 1
139th MP Co vs. 549th MP Co

8 p.m. - Newman Fitness Court 1
526th EN Co vs. 530th EN Co

Feb. 24
7 p.m. - Newman Fitness Court 2
139th MP Co vs. EOD

8 p.m. - Newman Fitness Court 2
526th EN Co vs. C Co 1/64 AR

Febh. 28
6 p.m. - Newman Fitness Court 1
703rd BSB vs. 549th MP Co

7 p.m. - Newman Fitness Court 1
1/30th vs. 530th EN Co

March 2

6 p.m. - Newman Fitness Court 1
530th EN Co vs. 703rd BSB

6 p.m. - Newman Fitness Court 2
C Co 1/64 AR vs. EOD

7 p.m. - Newman Fitness Court 1
549th MP Co vs. 526th EN Co

8 p.m. - Newman Fitness Court 1
139th MP Co vs. 1/30

March 3
7 p.m. - Newman Fitness Court 2
3/7th CAV vs. 526th EN Co

8 p.m. - Newman Fitness Court 2
530th EN Co vs. EOD

March 7

6 p.m. - Newman Fitness Court 1
139th MP Co vs. 703rd BSB

7 p.m. - Newman Fitness Court 1
1/30 vs. 526 EN Co

8 p.m. - Newman Fitness Court 1
3/7 CAV vs. 139th MP Co

March 9
6 p.m. - Newman Fitness Court 2
3/7 CAV vs. 703rd BSB

7 p.m. - Newman Fitness Court 2
549th MP Co vs. C Co 1/64 AR

8 p.m. - Newman Fitness Court 2
EOD vs. 1/30

March 10
6 p.m. - Newman Fitness Court 2

3/7 CAV vs. EOD

7 p.m. - Newman Fitness Court 1
526th EN Co vs. 703rd BSB

March 14
6 p.m. - Newman Fitness Court 1
139th MP Co vs. 549th MP Co

7 p.m. - Newman Fitness Court 1
3/7 CAV vs. 530th EN Co

7 p.m. - Newman Fitness Court 2
C Co 1/64 AR vs. 3/7th CAV

March 16
6 p.m. - Newman Fitness Court 1

3/7 CAV vs. 549th MP Co

7 p.m. - Newman Fitness Court 1
C Co, 1/64 AR vs. 530th EN Co

8 p.m. - Newman Fitness Court 1
3/7 CAV vs. 1/30 Inf

Fort Stewart Marne/Rocky
Conference Intramural
Basketball Standings

TEAM WON LOST
Marne Conference

139th MP Co 2 3
526th EN Co 4 0
703rd BSB 2 3
1/30 IN 5 1
530th EN Co 3 3
549th MP Co 1 5
C, 1/64 AR 2 4
756th/766th 3 2
3/7 CAV 0 1
Rocky Conference

385th MP Co 0 2
D, 1/64 AR 1 1
135th QM Co 2 0
293rd MP Co 0 2
233 Trans Co 1 1
1/9 FA 1 0
HHC,2HBCT 2 0
MEDDAC 1 1
26 BSB 0 1

Hunter Conference Intramural

Basketball Standings

TEAM WON  LOST
Eastern Conference

HardWork 4 0
512 QM Co 2 1
10 Trans Co 1 2
2/3rAVN 1 3
HHC 3 CAB 1 0
473 QM Co 0 2
B Co 1/75 RAN Fire Suppt -- ouT
B Co 1/75 RAN 2nd PLT -- ouT
Western Conference

110 QM Co 3 0
Hunter Marines 3 0
317 CAV 2 0
HHC 260 QM Co 2 1
224 M 2 2
Savannah Corps 1 2
4/3 AN 1 2
1/3 AN 0 1
3/160th SOAR 0 2
603rd AVN 0 4

For more information, contact the Sports office

at 912-767-8238/9795
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Marne Soldlers Famlly Members participate in Aerobic-thon

Spc. Michael Adams
Haley Stuart, 10, uses her hula hoop during the Newman Fitness

Center Aerobic-thon, Jan. 22.

Spc. Michael Adams
3rd ID Public Affairs

The U.S. Army has always taken the oppor-
tunity to make sure that Soldiers and their
Family Members are physically fit. On Jan. 22,
Newman Fitness Center helped to make sure
that people in the Fort Stewart community
knew there was a fun way to keep in shape, by
holding the 2011 Aerobic-thon and Health
Fair.

The aerobic-thon was a four-hour aerobic
event, which featured many different kinds of
aerobics, including belly dancing, zumba, kick-
boxing, even hula hoops. The health fair was
a chance for participants to get health screen-
ings as well as a chance to see different ways
to maintain a healthy lifestyle.

Devin Bradley, a sports specialist for fitness
with the Newman Fitness Center, was one of
the organizers of the events.

She hoped that all of the fitness events and
nutrition information at the event would lead
to healthier lifestyles and combat a growing
problem among the American population.

“We have the highest rate here in America of
obesity,” she said. “It’s a growing problem, not
just amongst the adults but amongst the kids.
It’s an area that we need to really focus on.”

Bradley added that she hopes the classes
and vendors at the event will serve as a step-
ping stone for people to lead a healthy and

productive life.

For Nathaniel Robinson, a master fitness
personal trainer/supervisor with the Newman
Fitness Center, fitness is a way of life.

He was one of the instructors who led the
approximately 130 participants in the event.

“I taught for the military 21 years,” he said.
“I'taughtitin college and high school. Fitness
is a life source. If you're not fit, you don’t feel
good about yourself. If you make it a part of
your lifestyle, you're going to be healthy, you
may live to be 120 years old.”

For Robinson, this event serves as more than
just an opportunity to get in shape.

“It gets the Family Members involved, it gets
the Soldiers involved,” Robinson added. “It
gives a chance for us to meet people and com-
municate with people. And it’s good for the
community.”

One of the attendees, Jamisa Gibson, a
Family Member, enjoyed the class a lot.“It’s
fabulous,” she said. “I'm having an excellent
time because there’s such a variety of fitness
training that you're not getting bored and you
have the option to do some really different
things.”

She added others should come and take the
opportunity to participate in the class.

“Thighly recommend it,” she said. “You can
start on whatever level you're on and be able
to benefit from whatever they're offering in the
class. [People should] come out and try it.”

Commentary by
Jennifer Hartwig
Hunter Army Airfield Public Affairs

We are in the midst of “Super Week”
and I'm in the midst of a super pre-
dicament - I can’t cheer for either
team in the Super Bowl.

This has never happened to me before — I've always
been able to choose one team over the other. In the
past, either my team was playing, or I could cheer for
ateam because there was something innately likeable
about one of the teams playing, such as was the case
with last year’s Saints, or I could cheer against one of
the teams because there was something innately
unlikeable about them. And having a team to cheer
for — or against - is what makes the Super Bowl so
entertaining. But this year, the Steelers and Packers
have made my decision an impossible one.

My husband is a Minnesota Vikings fan, and there-
fore, his enemy is the Green Bay Packers. Consequently,
if I want to stay married, I absolutely cannot cheer for
Green Bay under any circumstance whatsoever.

In any other game my choice would be easy — cheer
for whoever the Packers are playing against. But how

canI cheer for the Steelers, a team of such unlikeable
guys?

First and foremost in the unlikeable category — for
me —is Ben Roethlisberger, who, for those of you living
under a rock, was accused of sexual assault this past
offseason. He wasn't charged in this particular instance,
but the league felt there was enough evidence to prove
he had at the very least violated the NFL's personal
conduct policy. Big Ben, is at the worst, a sexual pred-
ator, and at the very least an idiot.

Strike number two against Pittsburgh in the unlike-
able category is James Harrison, the guy who threat-
ened to retire earlier this season when the league
decided to start penalizing and fining players for fla-
grant hits, specifically to the head. What Harrison
implied with that reaction was “I like to play dirty.”
Hitting players in the head is cheap, dirty and can lead
to nasty injuries. But Harrison chooses — openly - to
play this way.

Finally, there is their supposed “nice guy” Hines
Ward, who in 2009 was voted by his fellow NFL players
as the dirtiest player in the game. Not meanest, not
toughest — dirtiest. That means cheap shots, poking
eyes in a pile, etc. In 2008, he broke the jaw of Bengals
rookie linebacker Keith Rivers with a “surprise” down-

field block, which ended Rivers' season. After that hit,
another player said about Ward, "That's what he's
known for. He's a blind-side guy." Not such a nice guy
after all.

Not to mention that the Steelers have won two
championships in the past five years, and I really don’t
want them to win again — especially again with this
loathsome team.

SoIlook at my options — send my marriage to coun-
seling or cheer for a team of, in my opinion, vile
men.

I'm in such internal turmoil over this game thatI've
seriously contemplated not watching at all. But how
can I be the only person I know who doesn’t watch the
game?

So what can I do? I have to become resigned to the
fact that one of the teams I can't like is going to win,
and [ will be emphatically unable to bask in the glory
of the championship. In the end, all I can do is celebrate
that one of these teams will lose, which I realize makes
me a bitter person.

The only way this game could be worse was if the
Jets were playing — then my home would be an ath-
letic war zone.
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